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Tell Information Systems How to Handle This Request: 
REQUESTED ACTION DATE:  REQUESTED ACTION END-DATE (if known): 

Instructions: Please check ONLY ONE applicable action (ADD, DELETE/SUSPEND, MODIFY) then fill-in the listed 
sections accordingly. 
Company information related actions (fill in specified sub-sections): 

[  ]ADD new Vendor company information and 1st End-User account (B1, B2, B3, B4, C) 
[  ] Check this box if requesting a GENERIC login. NOTE - Generic logins are limited to 3 concurrent 

logins per company. For a GENERIC login fill in the above sections with primary contact information. 

[  ] MODIFY an existing Vendor company information (B1, B2) End-User account related actions (fill in 
sections): 

[  ] ADD a new Vendor End-User account (B1, B3, B4, C) 
[  ] DELETE an existing Vendor End-User account (B1, B3, D) 
[  ] MODIFY an existing Vendor End-User account (B1, B3, B4) 

B) Supply general Vendor Company and End-User information:

B1) Vendor COMPANY Address Information:

Vendor Company Name 

Street Address 

City/State/Zip 

B2) Vendor COMPANY Contact Information: 

Main Phone 

Main Email 

Main Tech Phone 

Main Tech Email 

Primary Contact Name 

Primary Contact Phone 

Primary Contact Email 

InfoSec Contact Name 

InfoSec Contact Phone 

InfoSec Contact Email 
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D) DISABLE/SUSPEND Vendor (i.e. all Vendor End-Users) or Vendor End-User account: 

Instructions: A disable End-User or suspend request may come from an established Vendor company 
representative or a sponsoring department head. In most cases, the sponsoring department head must fill-in 
D2 below before SCIS will take action. 

 
 [  ] DISABLE: Vendor End-User account 
 [  ] DISABLE: Disable all associated Vendor End-User accounts 
 [  ] SUSPEND: Vendor End-User account 
 [  ] SUSPEND: Suspend all associated Vendor End-User accounts 

REASON FOR REQUEST: 
 
 

D1) Requesting party information: 
 

Full Name (First/MI/Last)  

Position  

Phone  

Email  

Reason For Request:  

D2) Sponsoring department verification: 
 

Authorized Requester  

Requester Phone Ext.  

Department  

Budget Billing Code  

D3) Affected Account: 
 

Account Name:  
 

If suspend: How 
long? 
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IS Department Use Only: 
 
Completed by: Date:    Rev: 200209 

Sierra County Virtual Private Network Use Agreement 
 

User Name:  Department:   

As a remote access user, I agree that I shall only access the county computer network using a county-owned device. As a user of the 

county computer network, I hereby agree to and understand the following: 

1. Any work or research completed using a county-owned and county monitored computer shall follow the rules of the 
Information Technology Policy, as written/amended and adopted January 2020 Resolution 2020-011. 

 
2. I shall not accrue any overtime, comp time or flex hours unless specifically approved by my Department Head 
beforehand. 

 
3. Any county business I undertake utilizing a VPN shall be done under approval of my Department Head. 

 
4. In accessing the county computer network via VPN, that I am to abide by all applicable privacy and confidentiality laws 
and policies the County and my office are bound by. 

 
5. I understand that I will have confidential and/or proprietary data outside of Sierra County premises. By doing so I shall 
hold all confidential and/or proprietary data in a confidential manner and not allow any family members or any other 
person access to the data or the county-owned device I have been issued. It is my responsibility to ensure no other person 
may access county owned devices and data at all times. 

 
6. All remote access to the county network is a privilege and is subject to revocation at any time for any reason. 

 
By signing this agreement, I acknowledge that I have read and understand Sierra County Information Technology Policy, Resolution 
2020-011 and agree to the rules set forth in the county policy as well as this agreement. 

 
User Name:    

User Signature:    Date:    

 
Approved by: 
Department Head Name: 

 
 

   

Department Head Signature:    Date:    

IS Manager Name:    

IS Manager Signature:    Date:    
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